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Cellphone Spy Tools Have Flooded Local
Police Departments
Major cities throughout the U.S. have spent millions on mobile surveillance
tools—but there are still few rules about what happens to the information
they capture.

GEORGE JOSEPH |  @georgejoseph94 | Feb 8, 2017 |  100 Comments

A protester uses her phone during a night of demonstrations over the police shooting of Keith
Scott in Charlotte, North Carolina. (Mike Blake/Reuters)
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A little after midnight on November 28, 2014, hundreds of Black Lives Matter
protesters filled the streets of downtown Chicago. The demonstration was one
of many that erupted in cities nationwide soon after a Missouri grand jury failed
to indict a Ferguson, Missouri, police officer for the shooting death of Michael
Brown that August. As the protesters marched, a police vehicle crept behind
them. The black SUV emblazoned with “City of Chicago Emergency
Management” appeared to have two 360-degree cameras sprouting from its
roof and a command center in the back.

Whenever the vehicle drove by, protesters reported that their phones stopped
working.

A week later, audio of a police radio dispatch from the protest was released
online. In the recording, an officer alerts a department intelligence analyst
about of one of the protest organizers. “One of the girls here… she's been on
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her phone a lot,” the officer says. “You guys picking up any information? Where
they're going, possibly?" 

The analyst responds, “Yeah, we’re keeping an eye on it. We’ll let you know if
we hear anything.” 

The leaked conversation and the cellphone disruptions led many activists to
conclude that the police were eavesdropping on them. This story circulated
widely in protest circles, but the Chicago Police Department never confirmed
any such surveillance operations that night. Legally, listening in on private
communications between citizens talking over mobile phones would require a
Title III search warrant. But one thing is indisputable: The technology to snoop
on nearby phones exists—and the Chicago Police Department has had it for
over ten years.

And such spy gear is not limited to Chicago. Hundreds of documents obtained
by CityLab from the country’s top fifty largest police departments over the last
ten months reveal that similar cellphone surveillance devices have been quietly
acquired by local authorities nationwide.

The majority of these departments have at least one of two main types of
digital-age spy tools: cellphone interception devices, used to covertly track or
grab data from nearby mobile devices, and cellphone extraction devices, used
to crack open locked phones that are in police possession and scoop out all
sorts of private communications and content.

Access to such devices was once largely limited to intelligence agencies like the
NSA and the FBI; their acquisition by local police departments is a relatively
recent, less-discussed part of a wider police militarization trend. With only a
few clicks, police can now map out individuals’ social networks, communication
timelines, and associates’ locations, based on the data captured by these
surveillance tools.

As a tool for crime fighting, such intelligence gathering can be powerful indeed:
An interception tool could, for example, help police track down a kidnapper; an
extraction device could then quickly identify their network of contacts. But the
prospect of handing this military-grade spy gear to local law enforcement has
inspired concern, in part because of the lack of uniform regulatory safeguards
to protect citizens’ privacy.

“A lot of the guys using it are
saying, ‘I don’t have to tell anyone
I’m using it.”

“With 18,000 federal, state, and local law enforcement agencies, you know
there are going to be many that are just going to jump on the technology
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bandwagon without regard for civil liberties,” says Norm Stamper, former Chief
of the Seattle Police Department and now a police reform advocate.

These concerns have taken on a new urgency with the ascension of Donald
Trump. The new administration has taken power amid an outbreak of civil
resistance in cities nationwide and signs that federal authorities are poised to
expand domestic surveillance capabilities. The president has frequently spoken
of his plans for the mass deportation of undocumented immigrants and mass
surveillance of Muslim Americans and other domestic targets. Executing those
plans would be dramatically helped by harvesting, retaining, and distributing
personal information from the electronic devices many of us carry in our
pockets. And your local police may already have the tools to do just that.

The spy game begins 

Two decades ago, cellphone surveillance tools were mostly used by federal law
enforcement and intelligence community personnel for national security and
high-level criminal investigations. But after 9/11, as police departments
ventured into counter-terror operations themselves, local cops began to snatch
up these sophisticated devices. 

In December 2015, The Intercept released a catalogue of military surveillance
tools, leaked by an intelligence community source concerned by this perceived
militarization of domestic law enforcement. The catalogue included tools that
could track thousands of people’s cellphones at once, extract deleted text
messages from captured phones, and monitor ongoing calls and text
messages. Following this news, last April, CityLab began sending public records
requests to the top fifty largest police across the country asking for purchasing
orders and invoices over 2012 to 2016 related to any of the devices listed in the
catalogue. (Note: The fifty largest list is based on data released in 2010 from the
Police Pay Journal, and thus does not include some departments now among
the top fifty largest). 

Of the fifty departments sent public records requests, only eight claimed not to
have acquired any spy tools leaked by The Intercept’s intelligence source. At
least twelve have admitted to having cellphone interception devices, and
nineteen have admitted to having cellphone extraction devices. The responses,
security-based rejections, and outstanding requests still being processed for
CityLab suggest that, at a minimum, thirty-nine of the fifty departments have
acquired at least some of these military-grade surveillance tools over the last
four years. (Click here to see the original cache of documents, or scroll down to
the bottom of this article)
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In the map above, you can get more details on the various capabilities that the
police departments who responded to our requests have acquired in recent
years. Click on a city to see its department’s spending, years of spending,
acquired capabilities, and surveillance gear vendors. The non-redacted
purchases, recorded in documents obtained from 27 departments, total more
than $4.6 million. (Note: This figure includes all equipment disbursements
released in the documents, going as far back as 2008 in a handful of cases.)
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Interception: Seizing data from the skies

At least twelve of the departments surveyed have cellphone interception
devices, known as cell site simulators (though this is likely an undercount given
that eight departments refused to hand over records). Sometimes referred to as
a “Stingray,” the suitcase-sized device masquerades as a cell tower, tricking all
nearby cellphones to connect to itself. This connection can then be exploited to
collect hundreds of phones’ locations, call and text logs, and, with certain
versions, voice calls and text messages. Cell site simulators can be used to
collect data on phones in a target area or to locate phones of interest.

(Mark Byrnes, CityLab)

(Katie Martin, The Atlantic)
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RELATED STORIES

Cell site simulators have aroused the ire of privacy advocates because they can
seize data from thousands of phones nearby that may be irrelevant to an
ongoing police investigation. What is known about police use of these tools
suggests that these invasive data pulls are not distributed randomly. A recent
CityLab analysis, for example, found that interceptions were overwhelmingly
deployed in low-income and black neighborhoods. Black Lives Matter and left-
wing activists have reported the suspected use of cell site simulators at
numerous political demonstrations over the last fifteen years.

According to the records, departments are
also rapidly improving their interception
capabilities through cell site simulator
upgrades. Last September, for example, in
response to our records request, the
Baltimore County Police released a
redacted 2012 purchase order, showing the
department had acquired a redacted device
from Digital Receiver Technology, a
subsidiary of Boeing. The device is likely a
“Dirtbox” cell site simulator, given that
these are the only kinds of Digital Receiver
Technology devices CityLab inquired about.
Dirtboxes are far more powerful than
ordinary cell site simulators and have been

used by the NSA to intercept tens of millions of communications in France,
according to freelance reporter Ali Winston in Reveal. They can be mounted on
planes to track ten thousand cellphones at once or to capture calls and text
messages from hundreds of cellphones at the same time. It is unclear if
Baltimore County police use their DRT tool in a similar way, but the
department’s aviation unit does have helicopters in which a Dirtbox could be
mounted. (The department did not respond to CityLab inquiries about its DRT
surveillance tool, and DRT spokesperson Meghan McCormick said they could
not comment on CityLab’s request for information.)

Racial Disparities in Police
'Stingray' Surveillance, Mapped

Are Police Searching
Inauguration Protesters'
Phones?
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The records also show several of the departments have acquired other tools to
increase the types of phones they can intercept, improve the range of their
interceptions, and sharpen the precision of their tracking. 

At least eleven departments have purchased other brands of cell site simulators
from Harris Corporation, which can capture the phone locations, call logs, and
text logs of anyone—criminal suspect, protester, or random bystander—within
roughly 200 meters of their deployment, depending on the model. Over 2012 to
2014, for example, Baltimore, Boston, Milwaukee, and Phoenix police each
spent between $60,000 and $154,000 to upgrade older cell site simulator
models to the company’s Hailstorm device, which can intercept more secure 4G
phones. The documents show that all four of these departments have also
purchased Harris “Harpoon” devices, which amplify the signals of cell site
simulators’ interceptions. Harris, a Florida-based defense contractor, accounted
for over $3.2 million of the disbursements released in the documents. (Harris
spokesperson Jim Burke declined to comment for this article.)

Some departments are also opting for cellphone trackers that are even more
precise and covert than cell site simulators. A 2012 Fort Worth police invoice
and accompanying quote shows the department acquired two hand-held
electronic tracking devices: KeyW Corporation’s Quasimodo and Jugular3.
These tools track can help authorities locate target phones in crowds or in large
buildings, and are very useful in combination with cell site simulators like the
Hailstorm, which cannot locate target phones as precisely. “The latest Hailstorm
Stingray is used for locating a specific building, but the hand held device can get
you close to the right room or apartment,” says Mike Katz-Lacabe, a privacy
activist with the The Center for Human Rights and Privacy.

These trackers’ passive design, only measuring radio signals, also means they
can never be detected. As Scott Schober, a cell tracking manufacturer, told the
Wall Street Journal, “A lot of the guys using it are saying, ‘I don’t have to tell
anyone I’m using it … because your device is completely passive, so I’m not
getting into any privacy issues.’” A redacted 2013 LAPD document suggests the
force also has a handheld passive tracking device.

Extraction: A lifetime of data moves from your pocket to a
police lab

The records show that at least nineteen police departments acquired cellphone
extraction devices, which allow police to crack open locked devices and collect
vast amounts of phone data, such as call logs, emails, social media messages,
time-stamped past location data, and even deleted texts and photos—without
any assistance from cellphone companies. All nineteen of these departments
bought extraction devices made by the Israeli firm Cellebrite, whose various
versions of the “Universal Forensic Extraction Device” allow cops to scoop up
both data immediately visible on the phone and that which has been deleted or
hidden. Police spent nearly $745,000 on such tools, which are far less
expensive than cellphone interception devices, and thus more accessible to

(Katie Martin, The Atlantic)
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smaller departments. As Joseph Cox revealed at Motherboard, numerous state
police agencies have also purchased these devices.

The records also suggest these Cellebrite products enable departments to go
far beyond the simple collection of data contained within phones. The
Baltimore, Seattle, Oklahoma City, Jacksonville, Kansas City, Louisville, Tucson,
and Miami police departments’ Cellebrite “Pro Series” purchases all appear to
include the firm’s Cloud Analyzer tool, which extracts “private-user cloud data”
by “utilizing login information extracted from the mobile device.” According to
Cellebrite, in some cases cloud data does not only include communications on
platforms like Facebook and Instagram, but also individuals’ “timestamped
movements minute by minute,” based on on private Google Location History
collected from Google cloud servers.

Cellebrite did not respond to CityLab’s request for an interview, but its blog
features testimonials from police, who praise the devices’ efficiency.

Some activists contend that past experiences suggest similar tools have been
used to extract information from their phones. M.J. Williams, an attorney who is
active in the Black Lives Matter movement in New York City, says that she
suspects police may have extracted information from her phone during an
arrest at a protest last September. “While we we’re in handcuffs waiting for
transport to the precinct, a white shirt [a senior officer] took my phone out of
my pocket and took the phones of four others,” says Williams. “After leaving for
a while, he put my phone back in my bag before we went to the precinct. Three
hours later when I finally got access to my phone to call my attorney, I didn’t
have to put in any password. It was already open.”

Williams doesn’t know what, if anything, police may have done with her phone,
but she still feels uneasy. “It was shocking that it appeared as though my phone
had been tampered with,” she says. “There couldn’t have been a warrant
because it was done immediately after an arrest. I don’t know what they’ve
gotten.”

(Katie Martin, The Atlantic)
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Similar concerns about the use of cellphone extraction devices abound across
the country. Some legal advocates, for example, worry the recent decision by
Washington, D.C., police to hold phones of activists, lawyers, and journalists
arrested during the Trump inauguration protests for “evidence” may expose
sensitive source and client communications to police.

An ocean of data—and few rules about what to do with it

As these military-grade spy tools pour down into local police departments
across the country, legal experts are concerned that their use isn’t in keeping
with individuals’ due process rights. Law enforcement practices vary
dramatically across the country. In 2014, the U.S. Supreme Court unanimously
ruled that police could not extract data from an arrested individual’s cellphone
without ob tain ing a war rant. But the ruling itself did not give clear guidance on
how broad police warrant requests could be designed, and such decisions are
still left up to law enforcement discretion in many cases.

“Technology is supposed to not
have all the bad optics of racial
profiling. But this is a way that
profiles people by where they live,
which is essentially by race.”

And with interception of cellphone data, the picture is even murkier. Given the
dragnet nature of cell site simulator interceptions, federal agencies like the
Department of Homeland Security and the Department of Justice and a few
states, such as California, Washington, Virginia, Minnesota, Maryland, and Utah
have required police obtain a search warrant before deployments. But police
agencies in other states continue to intercept cell data after presenting judges
with a pen register application, a court order whose standard is lower than that
of a search warrant. Authorities need only show that captured information will
be “relevant to an ongoing criminal investigation.” Civil liberties advocates
argue this lower standard is particularly troubling, given cell site simulators’
interceptions of “innocent” nearby phones in the process. 

More opaque still is what happens to all this data, extracted or intercepted,
once police have it. Michael Price, counsel at the NYU School of Law’s Brennan
Center, says that some courts have not placed any explicit limits on how long
intercepted data can be retained after police extraction for forensic analysis.
“The policies are not uniform,” he says. “There is a Department of Justice
guidance on retention of data from cell site simulators, but state or local
policies may be very different.” 

The documents CityLab obtained indicate some police departments are
acquiring software to build up large surveillance databases, based, in part, on
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data captured by cellphone interception and extraction devices. In 2012, the Fort
Worth police, for example, bought servers and software from a Nebraska
company called Pen-Link that enables police to store and organize intercepted
cellphone metadata, such as call logs and locations, in computer databases.
The Fort Worth Police Department, which secured the acquisition using a DHS
Homeland Security Grant program, declined CityLab’s request for interview on
its use of Pen-Link, suggesting we file another public records request. And Pen-
Link did not respond to CityLab’s request for comment. But publicly available
literature on Pen-Link shows that its products can store and process large
amounts of intercepted metadata, allowing officers to create visualizations of
individuals’ social networks and geolocated calling patterns.

Police departments are also linking together hundreds of people at a time using
data captured in cellphone extraction operations. As with Pen-Link,
departments that have Cellebrite’s Link Analysis, such as the Miami Police
Department, can also create network maps based on individuals’ call and text
log histories. Cellebrite’s Link Analysis can also create timelines of all extracted
communications between two or more people, including call logs, text
messages, and mutual locations. Such data analysis operations, which would
have taken police weeks in the past, can now be accomplished with just a few
clicks. 

Raymond Foster, a former Los Angeles Police Department lieutenant and police
technology expert, says police are inclined to gather as much data as possible,
even information from people whose phones just happened to be caught up in a
nearby interception operation. “For a specific crime, the data gives you leads on
witnesses and suspects by looking at who made the cellphone calls nearby,”
says Foster. “Your phone geolocates you... You have a little machine that is
constantly communicating tons of information about you.” 

An image from a Cellebrite product brochure. (Miami Police Department)

https://www.documentcloud.org/documents/3455413-Ft-Worth-Police-Department.html
https://www.penlink.com/
http://www.officer.com/product/10045633/pen-link-ltd-lincoln
https://www.penlink.com/Products/tabid/54/Default.aspx
https://assets.documentcloud.org/documents/1217058/1410-pen-link-product-description.pdf
https://www.dhs.gov/law-enforcement-resources
http://www.penlink.com/uk/
http://www.cellebrite.com/filter-tags/link-analysis
http://www.cellebrite.com/filter-tags/link-analysis
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But such a broad approach to intelligence gathering, critics say, puts some
people under suspicion simply for living in a neighborhood near a suspected
crime, or for knowing someone whose phone has been searched. “They are
essentially using a dragnet approach to figure out who they are going to go
after,” says Josmar Trujillo, a writer and anti-police brutality activist in New York
City. “The turn towards technology is supposed to not have all the bad optics of
racial profiling and not be prone to human bias, but this is obviously a way that
profiles people by where they live, which is essentially by race.”

Surveillance fears in the Trump era

How far could locally captured data travel? According to the records released by
the department, Fort Worth’s data-organizing products are being used “as a
regional asset for surrounding local and state agencies.” News reports suggest
that departments in Virginia and Washington are sharing intercepted data
through joint access to Pen-Link software and servers. Pen-Link’s product
guides point out that law enforcement can use its software to import and
export intercepted data to and from national intelligence databases, operated
by federal law enforcement agencies who also use Pen-Link, such as the Drug
Enforcement Administration, the Federal Bureau of Investigation, and U.S.
Immigration and Customs Enforcement.

The distribution of local police data to federal agencies could be crucial for ICE
and FBI officials seeking to identify the networks and track the locations of
groups facing extra scrutiny from the Trump administration, such as
undocumented immigrants and Muslim Americans. CityLab made numerous
inquiries to the Department of Homeland Security about its data sharing
policies with local police departments, but DHS official Shauntece Long told
CityLab that any information requested about ICE’s privacy policies on this
matter would have to be sought through a FOIA request, which CityLab has since
filed.

Mike German, a former FBI agent and now a fellow with the Brennan Center’s
Liberty and National Security Program, says that federal law enforcement
officials are able to access locally captured police data, both through official
and informal sharing channels. “They can literally be looking over someone's
shoulder to get what they need,” says German, pointing to the fact that DHS,
FBI, and local police officials sometimes work under the same roof at DHS-
organized fusion centers.

Neema Singh Guliani, a legislative counsel for the ACLU on privacy and
technology issues, says this data sharing may play a role in the administration’s
immigration enforcement plans. “You’re going to have states and localities
increasingly sharing sensitive information—where somebody is, who they
know, what their social networks are—not just with each other, but also with the
federal government,” says Guliani. “If you are a targeted DACA recipient, will ICE
use it to target your social network because some of those are assumed to be
undocumented? These are mass, dragnet surveillance techniques, originally

https://www.documentcloud.org/documents/3455413-Ft-Worth-Police-Department.html
https://arstechnica.com/tech-policy/2014/10/handful-of-virginia-police-agencies-sharing-seized-phone-data/
http://www.thenewstribune.com/news/local/article25878184.html
https://www.documentcloud.org/documents/1312128-hrtasn-memorandum-of-understanding.html
https://assets.documentcloud.org/documents/1217058/1410-pen-link-product-description.pdf
http://www.dhs.gov/sites/default/files/publications/privacy-pia-ice-icm-june2016.pdf
https://www.dhs.gov/sites/default/files/publications/privacy-pia-ice-icm-june2016.pdf
https://www.dhs.gov/state-and-major-urban-area-fusion-centers
http://www.mcclatchydc.com/news/politics-government/white-house/article127974794.html
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designed to be for national security purposes overseas, not domestic
immigration enforcement.”

As German notes, cellphone tracking can be tremendously effective on
otherwise law-abiding targets. “Criminals tend to try and make tracking their
data more difficult, so this kind of mass collection of telephony data will more
easily find our political activists, our civil society leaders, and just regular
people,” he says. “If the courts—if the public—knew how powerful these tools
were, they would move to restrict their use.”

About the Author

George Joseph is an editorial fellow at CityLab, originally from
Denton, Texas. He covers policing, surveillance, and criminal
justice systems.

Around the Web

The Most Effective Way To
Learn A Language
The Babbel Magazine

Failed Celebs That Now
Work Regular Jobs
GameOfGlam

The 1 Fruit That "Fights"
Diabetes
GoDiabetesFree

 Ads by Revcontent

http://www.citylab.com/authors/george-joseph/
https://twitter.com/intent/user?screen_name=georgejoseph94
http://www.citylab.com/feeds/author/george-joseph/
http://www.citylab.com/authors/george-joseph/
http://trends.revcontent.com/click.php?d=N8vYWgErhPcjZT4tFvrMQsWr7wd2xfNUKgFpbhu4mPookr7UEZJ1U%2BayewVzU%2Box5Zdg42K2SvamXnSPIWOJ29mgP6TY0zextTzKVuBzD56T1jd482U5gCv2p%2B%2B%2BeL3dOeKQtf5iSB5JSeFFy%2FnD6M87QI6KiCz%2FWZSEZOFUakO15owVTEewmJwh%2F64o5Fu%2BBjOSkROxRSFVGPvMYcwNeF6iIrctSOTQrvFBsoQPTjMrI6SmzhKQGYdkGBnfmaLK9nfXDQX91feVo9pzbD9rPYTXUBGxqUIU1ZDj5PAAWnXZhpwXxHtjHIaqkduV5EfLJlC%2Bes55OuA96wkzNBXtuA1jaSQ%2FqeAH6o8f3ebQir31fV6kmEBWjwzHQkEkkqH441Wcao%2FGYSLge%2FuQAB%2FT6mBVka%2BvDBqRfVFOLP%2FcmnDTySLDC3Q6IqkYNHpgSmAm%2BzVfLx94HEBoU7yMdIIBZQmTFKA5MTHNPEUTfKM2bPTDsM%2ByeQkGN0ftsbLnD4H5YSf9Q1dOpNUB%2BhQv54ctIIxLW1mi8Y7liUYJ%2BSPQ7bM8pp%2BKq%2BcDMSgTLbJgMepI10hgTxmt%2BE8iXWJycBkW2oAG%2BgLqV72hamkkIhpbcrf8bGiDQMUeHLOH1oejd1WZZpX1LgzmLevCeAlGPC8yNaxo41TwGSBBcOwAzG2dim43ciOXJuc3H4Y7p3tfkAtf
http://trends.revcontent.com/click.php?d=GWaaTCPNNBhpzaKjvwbTuGWF%2FBkMqFYxr9ja9lzy2mWEzjpUgGAl0oTTseXvwSlnoZvqKDiEBHM1YWww32%2FPaZ7YJP%2BtBE0ojnTEsEPuYRb%2BV88QDejyBiEfdXHRMNCV4Ki7mGuZW3fCwukB9k4VdMguxZmMC%2Fwu45cVxo0XEV8jIgq8XnT1X%2FO%2B1ZEBqHsQMaJA3%2BV6t7FuVTwR%2FvxwR0jp1pjQXVW9Msnwug4mz6cLYEVdKatfHCX5b9vrubLV3UeUjNLLZ%2Ba%2BFmITCQ2fGw5r0lsIPkmVZzaPJ3x2Yy28twIuwo7v9Vyrck2hQFDeOLmGrtm1U92Ftpb%2FETm3PsYwJ5n9dm0JI4qZc4YzqGuGXcJkI7u9sDIOyoyliyRHE0Dx7FRGTxXnuQpqTrIoQYnBsf%2FShq3cE2lqn5UduJUJMxMW5l%2Fr3fxpn7jJGB2vA7d99Be1p1nfWBWYBNsLaPg4jFKO9M%2BvU79Ny7GSCgXJaGYsB5Kj2eforcA2HlDAX8LH2YObZt0azl2aFPq3F%2FyhsLR1JifBSxUq4adz2Q5meewWWe6GisV9Fsi59ft1pxdtLu5c671BDrBTmZv0dP0w8JdSmDNiTzpepFQFCsS8l8QuqWgAsaxqwjYueC%2BsxwPnyQngsGAtYpMdj4RqnjWvUChE%2FkZL9MY4xRpN7LNXQ3NZQ%2BR5uFE%2Bn8howfMayyMCF30ttel8GrwKbNIqxw%3D%3D
http://trends.revcontent.com/click.php?d=zlQ0%2BZpwws6WaMxq4tRHfeyyM9QvesJbCHSes%2FfTgEpIKGVgJvIw2J%2FCksz%2F0gXqia6pVBUjc7bHqZQeRcIk6m337v%2B2pH0jrP1uCwoZd3VNgOK2%2FnosFLAuCwL9ni7BlHK0i2EILJy24zT5xs%2FCOKSnTThdNZt1ql7aJ%2Bb6yivNpSqgvYpaw1FELvkuN3L7aFxvoHk4zNX%2FRqRd%2BEUCNJ0RyEOQeWlUAUiADOZJwTG5%2Bt8CE6UlFSuO1aIcraedlnzlgCMZe2vZlZ0nM3%2FTH98DsWGSuoiPJjWQooJGvFueFyKlqku5SY%2B%2Fg4Pa4EoIrIs2DWizLKWNZMRKKEPPqXsiV68SUEK5ne%2BVu63O0Js7GWZFwU1E91DNYqWNfvCPXpR34lfdY7AMH1bryPUg%2Fh7tEBmZNbZvqgikwvlYMJjyMxP1RWVYi8HB9%2F67xlj8N90lfVf87bJ8ZJ10OkUTJTkCD1DHmHphwzP31npA66OLqFT8OhifFv6jdUBPDslqjaerZ82EZT7ucaGrmcylIFdu3Ea74l%2F2gwoH3eFpQzlX7btZmjqCaMMirPhyuMzerr9Ubbbc5lnCvZj0VsLXiQ%3D%3D

